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Trustwave SAQ A “Wizard” Level Guidance 

SAQ A is only applicable for merchants who accept credit cards online where customers enter their credit card info on a 3rd party payment 
gateway (Nelnet, Authorize.net, etc.) web page for processing.  Merchant never receives, processes, transmits or stores full credit card data: 16-
digit card number or 3 or 4 digit CVC number.  Contact UM Treasury for assistance if this doesn’t apply to your situation. 

You should see one of the two screens below.  If your merchant account is new, you should see the screen to left.  If you 
are renewing the SAQ for this year, you should see the screen to the right or Screen 3 (two pages below). 

Screen 1 – SAQ for a brand new merchant account   Screen 1 – Renewing the annual SAQ 
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Registration 

You will arrive at the Trustwave website from the Trustwave 
email invitation link.  Registration is a one-time occurrence 
for the merchant account.  Look for red text for UM Treasury 
guidance.  Red outlined boxes require entry.   
 
Enter data on the right side of screen and click “Continue>>.” 

After logging in, you’ll see the “PCI Home” screen.  Simply click 
“Start” to begin. 
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Screen 2 – SAQ for a brand new merchant account           Screen 2 – Renewing the annual SAQ 

           

 

 

 

 

 

 

 

                

 

 

Create a log in.   Note:  If you have more than one merchant account, 
you’ll need to create separate Trustwave logons (usernames) for 
each.  It’s highly recommended that you create answers for the 
“Security Questions” to assist if you cannot recall your logon created 
in the future. 
 
Click “Register” 

You will either see the screen below or the one on the 
next page (Screen 3). 

If you see the screen just below, 

Do NOT select “Express Renewal.”*  
Select “Start new Self-Assessment.” 
Then click “Next” to begin. 

 

*New PCI compliance requirements/questions are easily 
missed using “Express Renewal.” 
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Account Profile 

Screen 3 
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Screen 4 
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Screen 5 
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Screen 6 
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Screen 7 
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Screen 8 
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Screen 9 
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Screen 10 
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Screen 11 
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Screen 12 
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Screen 13 
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SAQ Completion Selection  (If you see the following screen regarding ‘Express Renewal,’ select ‘Start a new Self-
Assessment’.  Otherwise see next page.) 

Screen 14 
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Screen 15 

Click on the Step-By-Step button. 
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SAQ A version 3.2 

Screen 16 

Tip:  Be sure to click on the gray circled “?” for helpful clarifications to each question.  
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Screen 17 
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Screen 18 
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Screen 19 
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Screen 20 
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Screen 21 
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Screen 22 
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Screen 23 
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Screen 24 
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Screen 25 

 



 

26 
 

Screen 26 
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Screen 27 
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Screen 28 
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Screen 29 
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Screen 30 
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Screen 31 

There are 8 new PCI version 3.2 questions Trustwave hasn’t integrated into the questionnaire, so follow along to now answer them.

 

Be sure to continual verify that your vendor is PCI compliant. 

Contact the Treasurer’s Office if the vendor becomes noncompliant. 
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Screen 32 

Click the two Yes buttons and then click the ‘Next Section’ button at the bottom. 

• Please be sure all staff do not use vendor supplied logons.   
• There should not be any shared logons. 
• If someone leaves, ensure that person’s logon is disabled as soon as possible. 
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Screen 33 

If you adhere to the five questions below, click the Yes buttons and then click the ‘Acknowledge & Submit’ button.  The next screen should be 
screen 31 in the Trustwave SAQ A Wizard Level Guidance PDF. 
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Screen 34 
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SAQ Completion 

Screen 35 

If you did not pass, the screen should indicate which question(s) were incorrect.  If you simply answered incorrectly, go back and change your 
answer.  If you answered incorrectly due to how you process credit cards, you will need to change your method(s) prior to correcting your 
answer. 
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Screen 36 

 

 

Remember the PCI compliance SAQ is done annually but being PCI compliance is done 24/7 365 
days. 

Contact UM Treasury merchantservices@umich.edu with any questions.   

mailto:merchantservices@umich.edu

